МІНІСТЕРСТВО ОБОРОНИ УКРАЇНИ

ВІЙСЬКОВИЙ ІНСТИТУТ ТЕЛЕКОМУНІКАЦІЙ ТА ІНФОРМАТИЗАЦІЇ

КАФЕДРА КІБЕРЗАХИСТУ

**ЗВІТ**

про виконання практичної роботи:

з дисципліни «Управління кіберінцидентами та аналіз подій»

**Тема № 2**. Електронна комунікаційна мережа об’єкта кіберзахисту як джерело ознак кіберінциденту.

**Заняття № 2/8.** Канал електронної комунікації як вектор нав’язування payload.

**Виконав:** курсант навчальної групи 314

солдат \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ БОНДАР В.Е.

05.04.2024

**Перевiрив:** викладач кафедри № 33

капітан\_\_\_\_\_\_\_\_\_\_\_ ПРИЙМА О.О.

Київ – 2024

1) 192.168.100.14 - жертва

2) 107.161.178.166 - зловмисник

3) FTP (File Transfer Protocol)

4) USER-PC

5)amanni@artrsllc.com

6)WY{9+?ae}qt  
7) Arrival Time: Jul 12, 2022 00:30:03.777001000 Фінляндія (літо)  
8) PW\_admin-USER-PC\_2022\_07\_11\_22\_30\_00.html  
9)567  
10) OSFullName: Microsoft Windows 7 Professional

11) CPU: Intel(R) Core(TM) i5-6400 CPU @ 2.70GH  
12) Username:honey@pot.com  
 Password:honeypass356  
13)Chrome; Firefox